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In close collaboration with production data spaces like:



Data silos everywhere?
Research shows 

TRUST may 
break data silos

Energy => Data sharing => Smart Energy

City => Data sharing => Smart City

Mobility => Data sharing => Smart Mobility Logistics => Data sharing => Smart Logistics



iSHARE Trust Framework – Triangle of Trust
▪ Technical Assurance via 

specifications and compliancy 
checks

▪ Organisational Assurance via 
proven frameworks and 
validations

▪ Legal Assurance via iSHARE 
framework agreements

TRUST
FRAMEWORK

Organisational
Assurance

Technical Assurance

Legal
Assurance

Triangle of Trust



Signed MoU between IDSA and iSHARE to bring IDSA Data Space Protocol and 
iSHARE Trust Protocol & Framework together to accelerate production Data Spaces 



Distributed and Federated onboarding

Enable organisations to enrol 

themselves in a dataspace
Data Consumer

Legal Assurance

Organisational Assurances

Technical Assurance

Compliancy checks

- Technical compliance

- Non-technical compliance

Legal cover

- Terms of use 

- Accede to comply 

Organisation chosen 

Certification body / 

Participant Register

Data Consumer
Trusted Dataspace participant

Some live examples



Trusted list of participants in the network operated by dataspace 
governance authorities or CAB’s . 

https://github.com/iSHAREScheme/iSHARESatellite



Distributed and Federated Access and Usage 
Control

Enable Data Owners to control 

access and use of their data 

across an open network

Data Consumer

Legal Assurance

Organisational Assurances

Technical Assurance

Attribute Based Access Control

- Energy data of Building X

- For period of 1 hour

Usage control 

- Legal Licence ( Library) 

- Policy (ODRL)

Data Owner Controlled 

Authorisation Registry

Data Consumer
Data Consumer

Some live examples



These components form the foundation for Data Authorization, 
Access Policies, and Usage Licenses

https://github.com/iSHAREScheme/AuthorizationRegistry



Distributed and Federated data sharing

Data Provider Data Consumer

Legal Assurance

Organisational Assurances

Technical Assurance

Trusted participant check

- Check for compliance to 

dataspace

- Check for claims about 

the participant

Access and Usage control 

- Check for access and 

usage rights at 

dataowner’s AR

- Data Usage conditions 

Peer to Peer trusted 

data sharingSome live examples



Dataspace Green Deal NL



Interoperable with other dataspaces through the 
Trust Framework on Trust & Data Sovereignty



Ready building blocks for dataspaces

Legal coverage for Data Exchange + Dynamic Terms for every exchange 

Trust Framework for 

onboarding of 

participants

Federated and 

Open Source

Participant Registry

Technical Specifications for 

Federated Data Sovereignty

Federated and Open Source

Consent Policy Registry

Open Source

Certification Tooling

Existing network of service providers, connectors 

and data holders 

Federated and 

Open Source

Data Service 

Provider

issuer of 

credenti

als

issuer of 

credenti

als



Dataspace building blocks

Dataspace 
Connectors

Federated 
Services

Trust 
Framework

DSSC Blueprint: Dataspace building blocks



Data Spaces are in Control of the iSHARE Trust 
Framework

#non profit
#shared budget
#changes.ishare.eu
#framework.ishare.eu
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